**Мета:** попередження та превентивна робота з дітьми по безпечній роботі в Інтернеті

**Обладнання:** презентація для учнів « Безпечне використання Інтернету»

Вступ.

Доброго дня, дорогі діти! Сьогодні ми з вами поговоримо про Інтернет. Чи можете ви сказати, що таке Інтернет?

100 років тому, коли не було Інтернету, лист від родичів з України в Америку плив пароплавом та доставлявся сушею місяць. Потім стільки ж люди чекали відповідь. З появою літаків ми на відправку листа і відповідь стали чекати вже не 2 місяці, а 2 тижні. З появою Інтернету лист відправляється і отримується відповідь через кілька секунд.

Чим ще корисний Інтернет і навіщо люди його використовують?

Безпечно користуватися Інтернетом?

Скажіть діти: - хто з вас вміє користуватись Інтернетом?

Звичайно ж, майже всі!

- Що таке «НІК»?

Нік – це ім’я, яке використовують користувачі Інтернету, не називаючи своє справжнє ім’я.

**Гра «Квітка».**

Спробуйте придумати собі «нік», запишіть на стікері і приклейте на квітку так, щоб утворити пелюстки.

*/Кожен з дітей пише на стікері нік і приклеює його на квітку/*

Вчитель:

На початку 1996 року по всьому світу нараховувалось 30 млн. користувачів Інтернету

- В 2009 році кількість користувачів досягла 6 млрд.710 029 070

- Спілкування людей в віртуальних мережах – невід’ємна частина соціального життя

В Україні 46 млн. населення, користувачів Інтернетом – 6,7 млн, це 14,65%.

Як ви думаєте, які ж загрози чекають дітей в Інтернеті?

**Загрози в Інтернеті:**

* Виготовлення, розповсюдження та використання матеріалів зі сценами насильства над дітьми
* Наполегливе чіпляння в мережі, розмови на теми сексу, насильства, "зваблення”
* Показ невідповідних віку, нелегальних та шкідливих матеріалів, що впливають на психіку, приводять до фізичної шкоди
* Переслідування і залякування

**Вчитель:** Існують певні правила користування Інтернетом:

1. НЕ ПОВІДОМЛЯЙ ПРО СЕБЕ І БАТЬКІВ ПРИВАТНУ ІНФОРМАЦІЮ.
2. НЕ ВИСИЛАЙ НЕЗНАЙОМИМ ЛЮДЯМ СВОЄ ФОТО
3. НЕ ВІР ВСЬОМУ, ЩО КАЖУТЬ ПРО СЕБЕ ВІРТУАЛЬНІ ЗНАЙОМІ

В Інтернеті легко знайти собі друзів, але…. Послухайте одну історію.

 Дівчинка познайомилась в Інтернеті з своїм однолітком, хлопчиком, якого звати Войтек. Вони почали спілкуватися в мережі. Аня пише: «Привіт, я Аня, мені 12 років, я шукаю друзів».

Хлопчик їй відповідає: «Привіт, Аня, я Войтек, мені також 12 років і я хочу зустрітися з тобою». А на справді, цей Войтек дорослий чоловік, який обманює дівчинку, і не тільки її.

 Дуже часто, спілкуючись в Інтернеті уявляєш собі одну людину, а насправді вона зовсім інша.

4. ОБМЕЖУЙ СВІЙ ЧАС РОБОТИ ТА ІГОР В ІНТЕРНЕТІ

5. БАТЬКИ МАЮТЬ ЗНАТИ, ЧИМ ТИ ЗАЙМАЄШСЯ, КОЛИ СИДИШ БІЛЯ КОМП’ЮТЕРА.

 6. НЕ ОБРАЖАЙ ІНШИХ В ІНТЕРНЕТІ

7. ТРИМАЙ ПАРОЛЬ КОМПЮТЕРА У ТАЄМНИЦІ

8. ЯКЩО ОПИНЯЄШСЯ В СКЛАДНІЙ СИТУАЦІЇ ПОГОВОРИ З БАТЬКАМИ

**Тест «Інтернет-залежність**

**Казка про Інтернет**

**Интернет- Шапочка (По мотивам сказки «Красная шапочка» Шарля Перро)**

В одном сообществе, на страничке жили-были мать и дочь.

Как-то раз на день рождения дочери, мама купила в интернет-магазине берет, и подарила его дочери. С тех пор девочку все стали называть Интернет-шапочка. В один прекрасный день мама отправила дочери пирожки с открыткой в корзине, для бабушки:

У Интернет-шапочки бабушки в «друзьях» не было. Пришлось девочке проходить через «лес страничек Контакта».Долго ли, коротко ли, шла она, но на одной страничке попался ей страшный вирус ТРОЯН. Остановилась Интернет-шапочка, она была ещѐ маленькой и никогда не видела вирусов.

 -Как тебя зовут, девочка, и куда ты путь держишь?-спросил еѐ вирус.

 - Я Интернет-шапочка, иду к бабушке.

 -А что у тебя в корзине?

 -Пирожки —  ответила Интернет-шапочка.

Вирус ТРОЯН очень любил пирожки.

 -А где твоя бабушка живѐт?

 -Нужно идти прямо по тропинке, между страничек и попадѐшь прямо к ней в МИР,- ответила Интернет-шапочка.

 -Спасибо, Интернет-шапочка,- сказав это, вирус ТРОЯН побежал по тропе.

 Интернет-шапочка шла, не торопясь, собирала цветы, а вирус несся между MAIL.RU страничек и прибежал к страничке бабушки, раньше, чем Интернет-шапочка. Бабушкина страничка была заблокирована, и еѐ могли просматривать только друзья. Вирус написал ей: «Это я твоя внучка».

Бабушка ответила: «А ты нажми на кнопку «Сtrl+Alt+Shift».

Нажал вирус эти клавиши и попал к бабушке на страничку, взломал еѐ,сменил пароль и уничтожил бабушкину главную фотографию.

Сам вирус ТРОЯН встал на главную фотографию и стал ждать Интернет-шапочку.

 Пришла Интернет-шапочка, нажала нужные клавиши и увидела бабушку.

 -Видно ты очень сильно заболела, мама тебе передала пирожки- сказала Интернет-шапочка.

 При слове пирожки у вируса-бабушки чуть слюнки не потекли.

 -Спасибо —  ответил вирус.

 -Бабушка, а зачем тебе такие большие уши?- спросила Интернет-шапочка.

 - Чтобы слушать музыку на музыкальном форуме — ответил вирус.

 -А зачем тебе такие большие глаза?

 Чтобы смотреть фильмы на УоuTube.

 -А для чего тебе такие большие зубы?

 - Что бы файлы рвать!!!

 Вирус накинулся на Интернет-шапочку, но не успел съесть еѐ потому, что выбежала антивирусная система Касперского.

И спас антивирус Касперского и бабушку и Интернет –шапочку, а вирус ТРОЯН- удалил.

И вот создали Интернет-шапочка и бабушка себе новые странички, добавили друг друга в друзья и не приходили к ним больше вирусы и спамы!!!

 Интернет-шапочка и бабушка –  за безопасный ИНТЕРНЕТ!!!

 HAPPY END

***Закріплення.***

 Спробуйте перерахувати правила користування Інтернетом, з якими ви познайомились.

***Учні:***

* не надавати інформацію про своє ім'я, адресу, та дані про своїх батьків,
* не можна погано поводитись при спілкуванні,
* користуватись комп'ютером та Інтернетом з дозволу батьків,
* тримати пароль комп'ютера у таємниці
* повідомляти батькам про проблеми, які виникають під час роботу з комп'ютером або в Інтернеті,

**Висновок.** Треба бути дуже обережним, користуючись Інтернетом.

* + не надавати нікому свої паролі;
	+ без гострої необхідності не надавати особисту інформацію по електронній пошті, в чат-кімнатах;
	+ не надавати відповіді на послання непристойного та грубого змісту;
	+ повідомити старшим про отримання інформації, яка примусить почуватись незручно або налякано;
	+ не погоджуватись на зустріч з випадковим онлайновим другом. Якщо все ж таки це необхідно, то зустріч повинна відбуватися в громадському місті або у присутності друзів чи батьків;
	+ не відправляти нікому своє фото;
	+ не здійснювати комерційні операції через мережу Інтернет.